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How would you rate the timeliness of the conference content?
41 responses

@ Very timely

@® Timely

@ Neutral

@ Not timely

@ Not timely at all
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Were the sessions aligned with the theme "National Resilience and Disaster Recovery" and covered

a diverse range of topics?
41 responses

® Yes
® No
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How would you rate your overall satisfaction with the conference?

41 responses

@ Very satisfied
@ Satisfied

@ Neutral

@ Dissatisfied

@ Very dissatisfied
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How would you rate the relevance of the conference content?
41 responses

@ Very relevant
@ Relevant

@ Not relevant
@ Not relevant at all
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How would you rate the overall quality of the speakers and presentations?
41 responses

@ Excellent
® Good

@ Neutral
® Fair

@ Poor
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How would you rate the networking opportunities provided during the conference?
41 responses

@ Excellent
@® Very Good
@ Good

® Fair

@® Poor
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Which specific session(s) you found particularly insightful? You may choice more than one.

41 responses

Session-1. National Resilience
and its Outlook

Session-2: City Operation and
Management: Business Contin...

Session-3: National Financial
Institution Resiliency

Session-4: Interactive Session:
Effective Communication, Colla...

Session-5: National Logistics,
Supply Chain and Food Security
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@ No

Jelsidlly Jolsillg alaill diacg douye din x99 0Sall 0T J] Loyl oo el ginmall yuin
oo wpal d>liall Goy o)l Gle coill bl "lo a> JI” OLL Bl Gas) 3929 0L S g og

Was the conference schedule well-organized and easy to follow?
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Additional Points:

Focus on 2-3 specialized speakers per session. (High demand)
Ensure diversity in speaker backgrounds and expertise.

Consider offering interactive workshops and sessions for practical learning.

We will review these suggested topics and feedback from participants, to create
future conferences that are even more valuable and relevant to participants.

Overall Feedback:

Positive response: Many participants expressed appreciation for the conference and
requested more similar events in the future.

Desire for growth: A hope for expansion of the conference in the future was
expressed.

More interaction and networking: Increase opportunities for attendees to connect
and share experiences.

Any additional comments or suggestions for

improving future conferences?

It's invaluable for ensuring future conferences are even more successful. Here's a
summary of participants suggestions and comments:

Content and Speakers:

Deeper technical sessions: Some participants requested more advanced and
technical discussions on resilience topics.

Focus on specific themes: Several suggestions mentioned focusing each session on a
specific theme with 2-3 expert speakers per topic.

Government regulations: Inviting speakers from government institutions to discuss
BCP-related regulations was recommended.

Operational resilience: Integrating presentations on operational resilience and its
connection to BCP was suggested.

Speaker diversity: Include government officials, operational resilience experts,
regional experts, and representatives from major organizations like QCB, Ooredoo,
QA, and QNB.

Logistics and Scheduling:

Earlier lunch: A request was made for lunch to be served earlier in the schedule.

Improved website and QR code system: Issues with website errors and QR code
distribution were reported.

Signage and navigation: Suggestions for clearer signage and navigation within the
venue were made.

Actionable Insights

Participants’ valuable feedback has encouraged us to continue hosting valuable
forums and conferences in Business Continuity and Resilience to foster even
deeper industry discussion and collaboration, we can implement several
improvements for future conferences:

Refine content strategy: Offer a mix of beginner-friendly and advanced
sessions, focusing on specific themes with expert speakers.

More Diversify speaker selection: Include representatives from government,
Expand Participation: Welcome participants from regional companies and
international guests.

Enhance session format: Consider interactive workshops, discussion panels,
and opportunities for participant involvement.

Improve logistics: Address QR code issues, consider lunch timing adjustments
and provide clear signage within the venue.

Website and registration: Ensure website functionality and timely
communication with attendees.

Consider expansion of BCR Network activities: Based on participant interest,
explore options for more events or multiple workshops throughout the year
and longer conferences duration (2 days).

By addressing these suggestions and implementing targeted improvements, we
can ensure future conferences are even more impactful and successful and
provide more valuable experience for your audience.
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Was the conference venue comfortable and

well-equipped?

Are there specific topics you would like to see
covered in future conferences?

Was the conference venue comfortable and well-equipped?
41 responses

@ Yes
@ Somewnhat

@ No

The high level of satisfaction indicates the venue provided a comfortable and functional
environment for learning, networking, and interaction. However, the presence of some
"somewhat" responses highlight the opportunities for further improvement.

Was the conference schedule well-organized
and easy to follow?

Was the conference schedule well-organized and easy to follow?
41 responses

® VYes
@® Somewhat

@ No

A significant majority (87.8%) found the conference schedule well-organized and easy to
follow. It suggests the conference schedule allowed participants to navigate the
conference effectively and maximize their learning opportunities. The high satisfaction
indicates the schedule was clear, logical, and provided sufficient breaks for refreshment
and networking.

Participants provided the potential topics for future conferences, categorized by theme:

Resilience Program Implementation:

e Best practices for implementing a robust resilience program for organizations.
(High demand)

e Mechanics of a good BCMS: Practical implementation tips and strategies.
(High demand)

e Training, testing, improving, and ensuring sustainability in BCMS.
e Business Resilience Strategy and its implementation.

* Real case study of public sector resilience.

Focused Industries:

e Chemical industry: Specific challenges and best practices for resilience.
(High demand)

e Financial entities: Enhancing financial resilience and managing risks.
(High demand)

e Sustainability business: Integrating sustainability into business
continuity planning.

Emerging Trends and Technologies:
e New era of BCM practices and technologies.
e Operational resilience and its relationship to BCM.

e Cyber Security: Protecting critical infrastructure and operations.

Practical Case Studies and Lessons Learned:
e More practical experience to be shared in detail. (High demand)

e Sample BC or ER exercises or real cases with lessons learned.
(High demand)

e Business Continuity & Sustainability with Corporate Social
Responsibility.

Other Suggested Topics:

e Risk Management: Advanced strategies and tools for managing
organizational risks. (High demand)

e National and international wide disaster preparedness.
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Which specific session(s) you found

particularly insightful?

Which specific session(s) you found particularly insightful? You may choice more than one.

47 responses

Session-1: National Resilience

and its Outlook 31 (75.6%)

Session-2: City Operation and

Management: Business Contin... 30(73.2%)

Session-3: National Financial
Institution Resiliency

Session-4: Interactive Session:
Effective Communication, Colla...

Session-5; National Logistics,
Supply Chain and Food Security

0 10 20 30 40

19 (46.3%)

Sessions 1 & 2 Stand Out. Most participants found Session 1 on National Resilience and
Session 2 on City Operation and Management (75.6% and 73.2% respectively) to be
particularly insightful. This suggests strong interest in the core theme and practical
applications of business continuity in urban settings.

Balanced Engagement. Sessions 3 and 4 (Financial Institution Resiliency and
Communication/Collaboration) received similar levels of appreciation (51.2% each). This
indicates audience interest in both financial sector resilience and soft skills related to
successful implementation of business continuity measures.

Logistical Focus Appreciated. Session 5 on National Logistics and Food Security was
considered insightful by 46.3% of participants, highlighting the importance of supply
chain resilience in national preparedness.

The result suggests that participants were particularly interested in the broader themes
of national resilience and business continuity transformation within the context of city
operations. The data reveals clear focus areas for future conferences. Sessions aligned
with the core theme and practical applications were highly appreciated, suggesting
further exploration of these topics could benefit future attendees.

How would you rate the overall quality of the
speakers and presentations?

How would you rate the overall quality of the speakers and presentations?

41 responses

@ Excellent
® Good

@ Neutral
® Fair

@ Poor

High Overall Quality. A strong majority of participants (92.6%) rated the speakers and
presentations as excellent or good. The high ratings for speaker and presentation quality
suggest that the program management team successfully chose qualified speakers and
presenters who delivered engaging and informative sessions.

How would you rate the networking
opportunities provided during the conference?

How would you rate the networking opportunities provided during the conference?

41 responses

@ Excellent
@® Very Good
@ Good

® Fair

@® Poor

Positive Overall Experience. Over 73% (36.6% + 36.6%) of participants rated the
networking opportunities as excellent or very good, indicating the conference
successfully created environments for meaningful interaction and relationship building.
While the majority had a positive experience, 12.2% rated the opportunities as fair and
0.4% as poor, suggesting that not everyone found the networking fully satisfactory.
There is room for improvement to ensure all participants benefit from facilitated
interaction.
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How would you rate your overall satisfaction

with the conference?

How would you rate your overall satisfaction with the conference?

41 responses

@ Very satisfied
@ Satisfied

@ Neutral

@ Dissatisfied

@ Very dissatisfied

Overall, the conference received positive feedback. A combined 94.5% of attendees
responded as "Very satisfied" (58.5%) or "Satisfied" (36%). This data suggests that the 3
Business Continuity and Resilience Conference was largely successful in meeting the
needs and expectations of its attendees. The high level of satisfaction indicates that
participants found the conference valuable, informative, and engaging. The minimal
dissatisfaction suggests that the conference effectively addressed any potential issues.

How would you rate the relevance of the
conference content?

How would you rate the relevance of the conference content?
41 responses

@ Very relevant
@ Relevant

@ Not relevant
@ Not relevant at all

Content Resonance. A significant majority of participants (95.1%) found the content
very relevant or relevant. This demonstrates a resounding success in delivering relevant
conference content. The high percentage of positive responses indicates that
participants found the information valuable, informative, and directly pertinent to their
field of work or interest.

How would you rate the timeliness of the

conference content?

How would you rate the timeliness of the conference content?
41 responses

@ Very timely

@® Timely

@ Neutral

@ Not timely

@ Not timely at all

High Timeliness. A strong majority of participants (90.2%) found the content very timely
or timely. The high ratings indicate that the conference topics were not only relevant but
also addressed pressing issues in the field of business continuity and resilience faced by
professionals in the field. The minimal negative feedback suggests that most participants
found the content relevant to their current needs and challenges.

Were the sessions aligned with the theme
"Business Continuity — National Resilience and
Disaster Recovery" and covered a diverse range
of topics?

Were the sessions aligned with the theme "National Resilience and Disaster Recovery" and covered

a diverse range of topics?
41 responses

® Yes
® No

Clear focus and Strong Alignment. A resounding 97.6% of participants reported that the
sessions aligned with the conference theme and covered a diverse range of topics. This
suggests that the conference effectively delivered on its promises and catered to the
interests of its audience. The high agreement on alignment indicates that sessions were
relevant and on-point with the chosen theme.
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Methodology

Survey Design:

Online survey platform (Google Forms) used for questionnaire distribution and
data collection. Online questionnaire distributed via email to all conference
attendees more than 300 participants. The survey consisted of a mix of
closed-ended and open-ended questions covering various aspects of the
conference. Closed-ended questions used Likert scales (e.g. Excellent, Good,
Neutral) for overall satisfaction, relevance of content, and quality of
speakers/presentations. Open-ended questions encouraged detailed feedback on
specific topics, sessions, and suggestions for improvement.

Sample Size:

The survey received responses from 41 attendees, representing approximately
14% of the total participants. This response rate provides a reliable sample for
analysis and generalizable conclusions about the conference experience.

Question focus:

e Overall satisfaction with the conference.

e Relevance and timeliness of content.

e Alignment with the theme and coverage of diverse topics.
e Quality of speakers and presentations.

e Networking opportunities.

e Conference venue and schedule.

e Suggestions for future conferences.

Data Analysis Methods:

Quantitative Data: Responses to closed-ended questions were analyzed using
descriptive statistics. Frequency tables and percentages were used to summarize
responses for each question. Mean scores were calculated to gauge overall
satisfaction with different aspects of the conference.

Qualitative Data: Open-ended responses were analyzed using thematic analysis.
Responses were coded to identify recurring themes and key points raised by
participants. Themes were analyzed to understand the overall feedback and
identify areas for improvement.

Key Findings
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BCRC 2023:

The Conference
Survey Report

Introduction

The 3 Business Continuity and Resilience Conference, held on November 27,
2023, at the Sheraton Grand Hotel Doha, Qatar, brought together a diverse group
of professionals dedicated to building and maintaining resilient organizations. The
conference, themed "Business Continuity — National Resilience and Disaster
Recovery," focused on the crucial intersection of individual business preparedness
and its impact on national resilience in the face of disruptions and disasters.

Target Audience:

This conference was designed for the professionals involved in business
continuity, disaster recovery, and national resilience planning, including:

Business continuity and resilience practitioners:
From private companies of all sizes across various industries.

Government officials and policymakers:
Responsible for national infrastructure and emergency preparedness.

Academic researchers and consultants:
Working on advancements in business continuity and resilience strategies.

Conference Survey Objectives:

Insights into participant satisfaction: Understand overall impressions of the
conference, identify strengths and weaknesses, and gauge the effectiveness of
various aspects.

Improve future conferences: Use feedback to refine content, speaker
selection, logistics, and other elements to enhance future conference
experiences.

Identify emerging trends and needs: Gather insights into current challenges
and future priorities within the field of business continuity and resilience.

Measure learning outcomes: Assess the effectiveness of the conference in
delivering information and knowledge to participants.

Feedback on speaker performance: Understand participant perceptions of
individual speakers and identify areas for improvement.

Suggestions for new topics or formats: Gather ideas for future conference
themes, session formats, or additional features.
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BCR Network Qatar
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BCR Network Qatar is a national network of organizations and professionals
committed to promoting business continuity and resilience. The BCR Network
provides a dedicated platform to bring together professionals, experts, and
stakeholders in the fields of business continuity, resilience, and disaster recovery.

This network serves as a collaborative space for sharing knowledge, best practices,
and insights to enhance the preparedness and response capabilities of
organizations and individuals. It provides a valuable resource for businesses of all
sizes in helping them to prepare for and respond to disruptions.

The objectives:

¢ To promote Business Continuity and Resilience practices among organizations
and professionals and other stakeholders.

e Sharing knowledge and expertise on Business Continuity and Resilience
through a variety of channels, such as webinars, workshops, conferences,
publications, industry meet.

e Conducting Studies and Research on Business Continuity and Resillence
topics. The findings of this research will be shared with the professionals,
organizations, and the wider business community.

e Advocacy for the importance of Business Continuity and Resillence at the
national and international levels.

e A vibrant networking platform to bring together professionals, experts, and
stakeholders in the fields of business continuity, resilience, and disaster
recovery.

BCR Network Qatar has made remarkable achievements,
including hosting successful conferences held in 2017 titled
"Business Continuity...Stability and Achievements" and in
2018 titled "Towards a Reliable Economy,"

How to join BCR Network Qatar

You may join BCR Network Qatar by registering
at www.bcrc.qa

Conference Organizing Committee

e Eng. Abdullatif Ali Al-Yafei e Rahat Latif
Chairman and Conference President Member

e Abdus Salam e Faruk Mohammed Azad
Member Member

e Ala'aldeen Farhan Al Soukni e Dr. Mohammad Washid
Member Member & Conference Program Director
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National Excellence
Awards 2023

This year, the conference presented six awards to
outstanding institutions, organizations, and individuals
in the field of business continuity and resiliency to
stimulate institutional and individual excellence. The
winners of this year awards are listed below:

Name of the winner Position

Newcomer to National
Continuity and Resilience Abdulla Saleh Al-Hajri Business continuity Analyst
2023

Organization

Qatar Energy LNG

Continuity and Resilience

. . Eng.\ Abdulla Saif Al- . . . Public Transport
Specialist (Public Sector) . e Chief of Service Delivery . .
2023 Sulaiti Railway (Rail)
Continuity and Resilience \ . q
Specialist (Private Sector) a8 aldee;ol;i;l;an Gl Head of QHSE Umteg(l))nel;c;l::;)ment

2023
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The Overall Conference Outcome:

. Enhanced Expertise and Collaboration: The conference fostered a vibrant

exchange of ideas and shared valuable insights among national and
international experts, professionals, and practitioners specializing in business
continuity, organizational resilience, risk management, crisis management,
and disaster recovery.

. Empowering Future Generations: The conference emphasized the importance

of cultivating a legacy of resilience through knowledge sharing and
collaborative efforts, empowering future generations to build resilient
societies.

. Qatar's Resilience Enhancement: The conference underscored the critical role

of business continuity and risk management in strengthening Qatar's
economy, communities, and cities, enabling effective navigation and recovery
from disasters and crises.

. Contingency Planning and Disaster Preparedness: The conference provided a

platform for meaningful discussions and exchange of ideas on the future of
contingency planning, disaster mitigation, preparedness, response, and
recovery.

. Qatar World Cup 2022 Lessons: The conference highlighted the successful and

unique strategies employed during the Qatar World Cup 2022, offering
valuable insights and lessons learned from this monumental event.

. Knowledge Exchange and Advancement: The conference facilitated a

comprehensive exchange of knowledge and expertise pertaining to business
continuity, resiliency, disaster recovery, emergencies and crisis, preparedness,
response, and recovery. This wealth of information will undoubtedly
contribute to the advancement of these critical domains.

. Actionable takeaways: Attendees left the conference with actionable
takeaways that they can apply to their organizations, including practical
strategies for building resilience and enhancing disaster recovery capabilities.

Participants and

Attendees

The 3" Business Continuity and Resilience Conference

welcomed More than 350

professionals

participated in Qatar 3™ Business
Continuity and Resilience Conference
representing

130

entities and institutions

from both Public and Private sectors. The
participating institutions work in diversified fields
from Health, City Operation and Management,
Education, Aviation, real estate, hospitality trade,
logistics and supply chain, transportation,
services, infrastructure, and tourism.
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The Panelist for this session were:

Session 5: National Food Security and Supply Chain

National Logistics, Supply Chain and Food Security

Moderator: Gautam Sarnaik
The panel session entitled "National Logistics and Supply Chain” for L | Hamadintemational | . Senior Manager HIA L’::";::yﬁ:'ﬁ:;:ﬁ“
ensuring resilience in times of crisis delved into the critical role of a robust oLyt Operations commander
logistics and supply chain in maintaining national food security, 2 Ba;lﬂ:ﬂﬁmd Saifullah Khan CFO Bﬂladﬂaﬂg-:'ﬂqﬂﬂ”‘md
safeguarding essential services, and fostering resilience during complex ndustries Pummns;ﬂ:mmm
emergencies. Panelists engaged in a stimulating discussion, exploring 3 Qatar Rail A D"“;f;ﬂl?ﬂ?”"‘ and Business Continuity for
strategies for strengthening supply chains, mitigating risks, and enhancing Doha Metro
UERE redness for crises. 4 Kharamaa a::umlanahman el Advisor to President BCMS in Kahramaa
. . Acting Vice President of Milaha’s Business Continuity
Key InSIgh tS' 5 Milaha Elias Abou Jawdeh Freisht Lomatics and Resilience
[ ]

e Panelists emphasized the fundamental role of national
logistics and supply chains as the backbone of national
resilience. These systems enable the seamless flow of goods
and services, ensuring that essential needs are met even
during disruptions.

e Ensuring national food security is paramount for maintaining
stability and preventing humanitarian crises. Panelists
discussed strategies for diversifying food sources,
strengthening local food production, and establishing efficient
distribution networks.

e Panelists highlighted a range of strategies for enhancing
supply chain resilience, including:

- Identifying and assessing potential supply chain
disruptions, such as natural disasters, infrastructure
failures, and cyberattacks.

- Diversifying supply chains by sourcing goods and services
from multiple suppliers and regions, reducing reliance on
single points of failure.

Panel Session outcome:

The panel discussion on national logistics and supply chain in
- Leveraging advanced technologies to optimize supply chain complex emergencies reaffirmed the critical role of a resilient

operations and predict potential disruptions. logistics and supply chain infrastructure in maintaining national
stability and fostering resilience during times of crisis. By
adopting proactive risk management strategies, diversifying

- Fostering collaboration and coordination among
government agencies, private sector to streamline supply

chain processes and information sharing. supply chains, embracing technology, fostering collaboration,
and learning from past experiences, nations can safeguard their
e Panelists emphasized the importance of learning from past national logistics and supply, food security, maintain essential

crises to inform future preparedness efforts. services, and mitigate the impact of complex emergencies.
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Key Insights:

The exercise emphasized the fundamental role of effective
communication in building resilience. Clear and timely
communication among individuals, organizations, and
government agencies enables informed decision-making,
coordinated responses, and the rapid dissemination of critical
information during disruptions.

Collaboration emerged as a force multiplier for resilience,
allowing for the pooling of resources, sharing of expertise, and
the development of collective solutions.

Participants agreed that coordination serves as the orchestra
conductor of resilience, ensuring that individual and collective
actions are aligned and synchronized. Effective coordination
across various sectors and levels of government is essential for
maximizing the effectiveness of resilience-building efforts.

The breakout group sessions provided a platform for
participants to engage in focused discussions, delving into
specific challenges related to effective communication,
collaboration, and coordination in building resilience. These
discussions generated valuable insights and potential
solutions that can be further explored and implemented.

The importance of the human element in resilience,
emphasizing the need to empower individuals, communities,
and organizations to actively participate in resilience-building
efforts were considered as critical elements.

Interactive Session outcome:

The Group discussion manifested above scenario and
deliberated to answer the fundamental questions that drive and
inspire dialogue to address the importance of communication
and collaboration among multi-sectoral. The outcome was
deliberate and discussed by each Group leader and below are
key highlights:

a. The Groups discussed the need for a standardized National program and
National framework for better resilience.

b. The group discussed working on an Alternate working parallel network
separate from the primary.

c. Infrastructure and Strategic locations identified like NCC and indeed the
requirement of national training toward cybersecurity and BCM in general.

d. The interactive session discussion highlights the possibility of Manual
on-ground operations, especially for external stakeholders cashing on sectoral
strengths like SCM Transportation.

e. Whereas Group Manual branch banking is to be mandated by the Central Bank.

f. The industry may need to consider their Satellite phones and internet
connection for crisis communication, and it was recommended to have such
requirements mandated by the National crisis command center.

Hence, in conclusion all agreed on the necessity of building better national
resilience to address such scenarios and influencing more collective works,
planning, training, and testing to achieve national resilience and prepare
industries to better anticipate associated risks and mitigate them.

The interactive session was led by
Ala'aldeen Farhan Al Soukni,
Head of QHSSE,

United Development Company
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Interactive Session:
Effective Communication, Collaboration, & Coordination

The interactive session engaged all attendees in a dynamic dialogue on the
importance of effective communication, collaboration, and coordination
in building national resilience.

Interactive Session Objectives:

Discuss a hypothetical National Crisis situation to test national and sectoral
resilience and establish lessons learnt.

To highlight the importance of multi-sectoral communication for better
resilience to illustrate the criticality of communication and collaboration for
national resilience.

The Interactive Session will determine how effectively the overall sector and
industry would respond to an “actual disruption”.

To identify strengths and weaknesses for better National Resilience.

Participants were divided into four working groups to discuss specific
challenges and explore solutions, fostering a collaborative approach to
addressing national resilience-related issues.

Interactive Session Scenario:

As a participant, your role is to understand the Interactive Session
Scenario and discuss among the group as if it was actually happening.

Scenario Background:

Today, access to a network is crucial for communication and
completing everyday tasks. Having a backup plan is vital to ensure
organizations can access data, through secure means, to have

critical operation up and running. That ensures business
continues, especially in critical functions and operations. The
main telecom service provider also provides infrastructure to
other service provider(s), that is, its competitor(s).

Situation:

A sudden and widespread disruption has affected all telecommunications
services, meaning GSM, All kind of internet, Landline, and broadband internet.
This outage has brought your SECTOR operations to a standstill, as employees are
unable to communicate, access essential data, or perform their daily tasks.

Scenario — Questions:

The below questions were discussed among multi-sectoral groups:

1.

Is your Industry ready to deal with this crisis? Did you have a crisis and recovery
plan in place to deal with this scenario?

What are your most urgent priorities at this time from national resilience and
recovery point of view?

. What role does the government play in supporting organizations during

widespread disruptions in telecommunication services?

How can the nation enhance its long-term resilience against
telecommunication disruptions? and are there initiatives or investments in
place to strengthen the overall communication infrastructure for future
resilience?
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The Panelist for this session were:

National Financial Institution Resiliency

Session 3: National Financial institution Resiliency

Moderator: Abdus Salam

: q q g Qg TE AT Masraf Al Rayan’s
The pa_wr)el session on Nat‘lon.al F_ma!'lcnal_lnstltgtlo.n ‘ReS|I|ency ff)cused. on 1 B o et AN DA e Grougf%::f T oy e R E e s
the critical role of financial institutions in maintaining economic stability and Best Practices
and examined strateg|e§ for bolst-erlng their re5|I|ence z?galn§t dlsruptlc?ns N | S Financial stability from the
and complex emergencies. Panelists delved into Qatari National Banking 2 QF fQ;'.:;‘:e'“’“ Noora Bahar Operational Support perspective of anti-money
Resiliency, Transformation, and Complex Emergencies, showcasing Department laundering policies in Qatar
exemplary practices in the financial sector. Disaster Recovery sanking Resiience and Disaster

3 Institute International | Mahdi Mohd Ariffin BCM Expert
(DRI) Management

Key Insights:

e Panelists emphasized the complex link between financial
institution resiliency and national resilience. Resilient financial
institutions provide a stable foundation for economic growth,
enabling businesses to operate, individuals to access essential
services, and the nation to weather disruptions and crises.

e The panel highlighted the remarkable resiliency of Qatar's
national banking sector in the face of global challenges.
Experts discussed the strategies employed to transform their
operations, enhance risk management practices, and adapt to
evolving economic conditions.

e Ensuring the resilience of the financial sector requires a
collaborative approach involving financial institutions,
regulators, and government agencies. Panelists emphasized
the importance of clear guidelines, regular stress testing, and
proactive risk management frameworks.

Panel Session outcome:

The panel discussion on National Financial Institution Resiliency
reaffirmed the critical role of resilient financial institutions in
safeguarding economic stability. By adopting proactive risk

crises. By providing access to capital, supporting businesses, management strategies, investing in business continuity

and stimulating economic activity, resilient banks contribute planning, embracing technology, adhering to regulations, and
to the nation's overall economic well-being. fostering international cooperation, financial institutions can

play a pivotal role in promoting economic growth and
prosperity.

Resilient financial institutions play a pivotal role in
facilitating economic recovery following disruptions and
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The Panelist for this session were:

City Operation and Management:
Business Continuity Resiliency Transformation

Session 2: Resiliency in City Operation

Moderator: Sean Gotora
Manager of
1 Msheireb Properties Ahmed Mohammed Information & Msheireb Downtown Doha -
The second Panel session on City Operation and Management: Business Al-Korbi Communication Smart Platform
Continuity Resiliency Transformation examined the role of resilient cities, Eecnolony
e : : : : - e Qatar Cools Approach to
communities, and businesses in fosterlng a ro!oust na_tlonal reS|I-|en_ce > atas ool Rt Wit Man:ger" Business G reslians In
framework. Esteemed speakers delved into City Business Continuity XCEEnce Operations
Resiliency Transformation, including the Essential Healthcare Infrastructure MARAFEQ QATAR-
1r - - : : 3 Maraf fivis Deunits Risk Manager Large Services Complex
Resiliency in the event of disasters and crises at the national level. eq g rg P
Resilience
Ala'aldeen Farhan Al A journey to Resilience: The
4 United Development Soukni Head- QHSE Pearl Island and Gewan
Company (UDC)
Island
Executive Director
Hamad Medical : Major Incident LRSS T
5 Corvoratl Brendon Morris P d d focusing on structure and
L el rePRaer:“i:ﬁiz an process to ensure outcome

Key Insights:

e Panelists emphasized the pivotal role of cities as hubs of
innovation, economic activity, and societal
interconnectedness. By fostering resilience at the city level,
nations can strengthen their overall resilience and ensure the
continuity of essential services for their citizens.

e Businesses play a critical role in maintaining economic stability
and providing essential goods and services during disruptions. A
The panel highlighted the importance of City Business
Continuity Resiliency Transformation initiatives that empower I
businesses to adapt and recover from crises.
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e Essential healthcare infrastructure, including hospitals, clinics,
and medical supply chains, is paramount for maintaining
public health and well-being in the face of disasters and crises.
Panelists discussed strategies for ensuring the resilience of
this critical infrastructure at the national level.

Panel Session outcome:

The panel discussion on the role of resilient cities, communities,
and businesses in national resilience highlighted the
interconnectedness of various sectors in building a resilient
society and community. By fostering resilience at the local level
among key players, particularly in healthcare infrastructure and
key utilities, nations can strengthen their overall preparedness
and effectively navigate disruptions and crises. Collaborative
efforts and a shared commitment to resilience are essential for
creating a secure and prosperous future for all.

e Collaboration and partnership among cities, communities,
businesses, and government agencies are essential for
building a robust national resilience framework. Panelists
advocated for fostering strong collaborative networks to
effectively manage risks and share resources.

14
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Conference Program Sessions Highlight

The conference was held over a full day dedicated entirely to Business
Continuity and Resilience, with more than 15 presentations with
discussion provided by experts and professionals from the public
and private sectors. The program consisted of three discussion
sessions as follows:

National Resilience and Its Outlook

The first panel session entitled National Resilience and its Outlook
explored the multifaceted concept of National Resilience and its legacy in
business continuity, with a focus on telecommunications, infrastructure,
national cybersecurity, and security. Renowned experts engaged in a
stimulating discussion, highlighting the strategic approaches required to
foster a resilient nation, with a particular emphasis on the
interconnectedness of various domains in ensuring national prosperity.

Key Insights:

National Resilience lies at the core of a nation's ability to withstand and
effectively recover from disruptions, shocks, and crises.

Business continuity plays a pivotal role in safeguarding economic stability and
societal well-being by ensuring the uninterrupted operation of essential
services and infrastructure.

Robust cybersecurity measures are indispensable for protecting critical
information assets and safeguarding national security in the face of evolving
cyber threats.

Telecommunications infrastructure serves as the backbone of a resilient
nation, providing connectivity and communication platforms that are vital for
maintaining societal functions and enabling rapid response to emergencies.

Integrated security strategies, encompassing physical, cybersecurity, and
information security, are essential for ensuring the overall resilience of a
nation.

The Panelist for this session were:

Session 1: National Resilience and its outlook

Moderator: Rahat Latif

Technical Services

1 Supreme Committee for | Eng. Ghanim Al Deputy Director Stadium Operations, Pitch
Delivery & Legacy Kuwari General Management, Overlay and
Training Sites
Ministry of ’ ’ Assistant
2 Communication and i[—gHaK::rl:\? NEEel Undersecretary, Digitalization Resilience
Information Technology Cyber Security Sector
General Manager
3 Mobily, Saudi Arabia Hassan Alamri Risk Management & [ TI".'?S LI
Resilience
Business Continuity
Sara Al-Emadi Quality Department
BCM in The Public Works
4 Ashghal Abdulrahman Al- ylzder Authority “ASHGHAL”
- engineering services
Ansari
section
Enterprise Risk
Institute of Risk Stephen Management approaches
S Management Sidebottom Rz to National Security
Planning

Panel Session outcome:

This panel session provided valuable insights into the critical
role of resilience in business continuity and national
prosperity. The interconnectedness of telecommunications,

infrastructure, national cybersecurity, and security demands a
collaborative approach to risk management and preparedness.
By embracing comprehensive resilience strategies, nations can
effectively navigate the increasingly complex global landscape

and emerge stronger from challenges.
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Highlights of the conference Key highlights of
the conference:

Under the patronage of His Excellency Sheikh Mohammed bin Abdulrahman bin
Jassim Al Thani, The Prime Minister and Minister of Foreign Affairs, the 3rd
Business Continuity and Resilience Conference was held on November 27, 2023.
This highly anticipated event was built upon the resounding success of the first
and second conferences, which attracted a remarkable gathering of business
owners, entrepreneurs, leaders, experts, and specialists in Business Continuity
and Resiliency. Representing over 130 diverse companies and institutions
operating in the State of Qatar, these esteemed 350 plus participants contributed
to a vibrant exchange of ideas and shared valuable insights.

The conference featured a variety of engaging presentations and
panel discussions that covered a wide range of topics including the
latest threats and disruptions facing organizations and nations,

This year's conference had brought together an even larger contingent of including natural disasters, cyberattacks, and economic crises.

national, regional and international experts and professionals specializing in
Business Continuity, Organizational Resilience, Risk Management, Crisis
Management, and Disaster Recovery. As a premier platform for exchanging ideas
and sharing insightful experiences, this conference provided a forum for experts
and professionals delving into the challenges associated with integrating Business

- ; ) " Insights from international experts on disaster response and
Continuity, Risk Management, and National Infrastructure Resilience.

recovery and ERM (Enterprise Risk Management) approaches to

National Security Planning.
The conference placed a strong emphasis on the critical role of Business y &

Continuity and Risk Management in bolstering Qatar's Economy, Communities,
and Cities. By fostering Organizational Resilience, Qatar will be better equipped
to effectively navigate and overcome disasters and crises.

The conference attracted a diverse range of attendees, bringing
together experts from various industries, government agencies,
and academia. This diversity of perspectives led to rich
discussions and valuable insights.

Throughout the conference, experts and professionals were engaged in a
comprehensive exchange of knowledge and expertise pertaining to Business
Continuity, Resiliency, Disaster Recovery, Emergencies and Crisis, preparedness,
response, and recovery. This wealth of information will undoubtedly contribute
to the advancement of these critical domains.

The 3rd Business Continuity & Resilience Conference was a resounding success,
bringing together industry experts, thought leaders, and practitioners to explore
the latest strategies, best practices, and technological advancements in business The conference provided ample opportunities for networking
continuity and resilience. The day was filled with 4 power packed Panel among attendees, allowing them to connect with peers, share
Discussions and 1 interactive session. Over 25 speakers shared their views and experiences, and establish new relationships.

had insightful and engaging discussions.

The conference's theme, "Business Continuity - National Resilience and Disaster

Recovery," resonated with attendees, hlghllghtlng the inextricable link between The conference's success is a testament to the importance of Business

these two critical aspects of preparedness. Continuity and Resilience in today's interconnected and complex world in
general and for the National Resilience of State of Qatar in particular.




The Objective of Business Continuity and
Resilience Conference in State of Qatar is to: Partners and Supporters

The 3 Business Continuity and Resilience Conference in State of Qatar attracted

key market players, partners and sponsors from both public and private sectors
which reflects the strategic value of the conference. An importance resulted
from the ability of this conference to play a future role in supporting Qatari
institutions to keep a high quality standard in providing goods and
services despite crises and challenges that might face.
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This year’s conference has a focus on national resilience; if each sector nurtures its
relationships with other sectors, State of Qatar can become an extraordinary example
of national resilience.

Business Continuity and Resilience have emerged as a vital cornerstone for Qatari
entities, both private and government affiliated. To sustain our achievements, we
need to integrate Risk Management and Business Continuity, aiming to achieve a
holistic National Resilience that encompasses economic, commercial, industrial, food
security, logistics, and cybersecurity.

Moreover, let us not forget the role of innovation in enhancing resilience. The
integration of cutting-edge technologies and data-driven decision-making processes
can significantly bolster our ability to anticipate, respond to, and recover from
disruptions. Each edition of our BCR conference, innovation and progression is
unraveled. As we explore avenues for collaboration and knowledge-sharing in this
conference, let us also delve into the realm of technological advancements that can
serve as force multipliers in our resilience efforts.

As we embark on this journey today, we are not just participants in a conference; we
are active contributors to a shared narrative of discovery, progress, and a national
resilience for the State of Qatar. The challenges and opportunities that lie ahead
require us to engage in thoughtful dialogue, exchange ideas, and forge connections
that will drive us to fulfil national resilience potential. Hence, we are announcing the
launch the Business Continuity and Resilience (BCR) Network to serve as a
collaborative space for sharing knowledge, best practices, and insights to enhance the
preparedness and response capabilities of organizations and individuals. Therefore, |
would like all professionals and experts in the area of risk management, business
continuity, crisis management, disaster recovery and resiliency to join the BCR
Network in playing an important role to strengthen the national resilience of the State
of Qatar.

This year we are honored to have expert speakers delivering engaging and informative
talks on the topic of National Resilience and Disaster Recovery. “Resiliency in City
Operation” and “National Logistics and Supply Chain”, are only some of the interesting
topics to be discussed in the several plenary sessions. They will be accompanied with
an interactive session where participants can engage in the dialogue.

This year, the conference is set to recognize six prestigious awards to exemplary
institutions, organizations, and individuals within the realm of business continuity and
resiliency. The aim is to inspire both institutional and individual excellence through a
transparent agenda and a well-defined selection mechanism, ensuring the recognition
of the most deserving candidates for these awards.

| thank you all for your presence today and | can foresee the role that each one of you
will play in securing the resilience that we deserve as the State of Qatar.

Eng.\ Abdullatif Ali Al-Yafei
President of Business Continuity & Resilience Conference




Foreword by the Ministry
of Commerce and Industry

Qatar has succeeded in consolidating its leading position as one of the
strongest economies in the region, in accordance with the approach set by
its wise leadership to achieve the Qatar National Vision 2030, which aims
at transforming Qatar into an advanced society capable of achieving
sustainable development and securing a high standard of living for its
people for generations to come.

Over the past three years, the Qatari economy has displayed remarkable
flexibility and resilience amidst various health, geopolitical, and economic
challenges. This has been achieved through a set of policies that prioritize
openness, diversity, and sustained growth. Recognizing the importance of
the private sector in strengthening the economy, the Ministry of
Commerce and Industry has developed advanced legislative and
administrative mechanisms to support private companies operating in
Qatar. The Ministry has streamlined business procedures and launched
initiatives to enhance the national product, develop national industry,
achieve self-sufficiency, and strengthen the private sector's role as an
active partner in development. The Ministry has also launched
Public-Private Partnership projects in several sectors such as education,
health, food security, sports, tourism, and other vital economic areas.

The Ministry was also keen to foster the best international institutional
practices that would help companies ensure business continuity and
manage various risks amid the challenges facing the global economy. This
is due to its belief that business continuity and risk management programs
are crucial tools that support companies' competitiveness, enhance their
presence in local markets, and enable them to increase their contribution
to the country's GDP, thus supporting the overall economy.

The Ministry's participation in the Third Business Continuity and Resilience
Conference, themed "National Resilience and Disaster Recovery,"
underscores its commitment to consolidating business continuity and risk
management practices. This initiative aims to empower the private sector
to actively participate in the national economy, fostering Qatar's journey
towards achieving its strategic sustainable development goals.

Statement of the
Strategic Supporter
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Introduction

In recent years, Qatar has emerged as a beacon of success, evident in its hosting
of the World Cup 2022 amidst global challenges. The success story of State of
Qatar continues to unfold as it solidifies its standing on the global economic stage,
aligning with the visionary goals of His Highness Sheikh Tamim bin Hamad
Al-Thani, the Emir of the State of Qatar, and the pursuit of Qatar National Vision
2030. Qatar's aspirations for a competitive, resilient, and diversified
knowledge-based economy underpin its national development strategy.

Qatar's National Resilience, driven by astute policies and private sector
engagement, has been instrumental in its economic growth. The pursuit of
comprehensive national resilience is an ongoing endeavor, requiring focused
attention on areas such as city operations, national food security, supply chain
optimization, and cybersecurity. To fortify resilience capabilities, Qatar prioritizes
support for both public and private sectors through advanced legislative and
administrative mechanisms. The government's commitment to expanding
Business Continuity and Risk Management practices aims to empower companies,
foster competitiveness, and enhance Qatar's global presence.

The 3™ Business Continuity
and Resilience Conference
presented a  unique
platform to showcase
Qatar's resilience and the 3
transformative benefits of
embracing Business
Continuity and Risk
Management  programs
across various sectors.
These programs not only
contributed to a resilient
private and public sector
but also played a pivotal
role in driving economic growth and prosperity.

Business Continuity & Resilience

= 5
Conference

As we gathered to share insights and experiences, this conference stands as a
testament to Qatar's unwavering commitment to building a resilient future which
was evident in its continuous efforts to enhance its capabilities. By embracing
innovation, collaboration, and a forward-thinking approach, Qatar is
well-positioned to achieve its ambitious economic diversification goals and
establish itself as a global leader in the years to come.
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